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Small Business System Implementation with Packet Tracer
The purpose of this exercise is to attempt to create a similar network to the one what was described in our previous presentation. Following is the specification that we initially set out to configure.
· A switch with 24 gigabit ports and 4 one gigabit uplinks.

· 100 VPN licenses
· 3 servers

· A router with a built in firewall
· 10 end user computers

In the course of configuring the network we decided to pare down the number of end user computers since the configuration of the users would be redundant and not add anything to the simulation. We settled on four PCs to illustrate the functionality of the network. All PCs were connected to the “Cloud” through cable modems. This simulates users at home connecting to the internet.

Unfortunately the cloud in packet tracer doesn’t have DHCP functionality like an ISP (Internet Service Provider) would. To work around this static IPs were assigned to the PCs and routed through the cloud to the router on the other side. Also there was no firewall information found that could be used in packet tracer.
Another problem was the VPN. We were unable to get it totally up and running. The configuration from the VPN example in packet tracer was attempted but did not end up working. However, in the network setup used for this example a VPN would have been redundant since the PCs were effectively connected directly to the router bridging both subnets.
On the business side of the network, things sailed much more smoothly. Three servers were set up. One server was set up as an example for an DHCP and authentication server (for VPN authentication even though it’s not quite up and running). The other servers receive their IP configurations from DHCP. All machines can ping and otherwise communicate with each other.
