ITEC 350 Lab Exercise

Spring  2004  
Note:
Total 110 points = (Basic Requirements (50 points) + Advanced Topics (50 points) + Linux Exercises (10 points))*(peer evaluation)

0 Peer evaluation is the feedback from your group members regarding your contribution. 

1 ≤     peer evaluation      ≤     1

· Advanced Topics (50 points) will be posted on  April 1, 2004.

· To receive credit you must return your WIN2K3, Windows XP, & Redhat CDs to me !!

Advanced Topics (50 points): Please select some of the following topics up to 50 points
· Configure the DHCP service on the server and configure the workstations to obtain their IP address, subnet mask, gateway, and DNS information from the server (10 points).  

· Configure the DHCP service on the router and configure the workstations to obtain their IP address, subnet mask, gateway, and DNS information from the router (10 points).  

· Set the permissions on the shared directory to “read only” for some users.  Establish auditing on any failed attempts to delete files from the shared directory.  Log on as a restricted user and attempt to delete a file from the shared directory.   Confirm corresponding auditing entries in the security log of event viewer. (10 points)

· (Mandatory) Configure RIP on your Cisco router and have at least one other group do so such that you can communicate with another pod.  To make sure RIP is working you may need to remove some of your static routes.  Unless you see RIP entries in your routing tables I won’t consider RIP successful.   (5 points).  

· Set up an access control list on your router to block traffic from a specific IP address and also to block telnet traffic into your pod from anywhere. (10 points)

· Connect a printer directly to the hub by using one of the print servers in the lab. Configure the print server to be managed from the server.   Confirm the ability to print to the printer. (10 points)

· Establish an Organizational Unit within your domain.  Assign one non-administrator the ability to create and manage groups within that Organizational Unit.  This user should be able to do this by using the “Active Directory Users and Computers” client from one of the workstations where you have installed the admin pack.(5 pts)

· Configure terminal services and confirm your ability to remotely control another machine (5 points).

· Add some new web pages to your IIS web server and confirm they can be reached via http (5 points).
