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1. Information on your team

For this project we had to form a team of four members in our class. Our team only had two members, Michael Bristol and Austin Chaet. We where stationed at Pod2 in the networking lab. At the beginning there was only Michael since he end ended up without a team and Austin would join a couple of days later because he was not in class that day. We are both in the Department of Information technology but have different overall majors and concentrations.  We both live in different parts in Virginia where we have developed different mind sets which would be helpful on this project.  Also with a lab report the teacher is able to determine if we truth understand the concepts from the class and is able to correct the students mistake. 
2. Introduction
Lab assignments are an important tool in learning networking, because one cannot learn the material on concepts alone, one must be able to apply concepts to real life problems. Practical situations allow us to see how these theories manifest themselves on real machines, ensuring that what we learn will actually help us when we go into the field. Lab assignments also teach us other skills like teamwork, trust, organizational tools and procedures. 
3. Lab Assignment

 For this assignment, we were to take three computers, a Linux machine, a Windows Server 2003 machine and a Windows XP machine and have all three be connected which each other through the network. First we started off by connecting all the computers to the breakout box and then went into the router room to finish off connecting them to the backbones. The next step was to take all three computers and install on each an operating system.  On the first machine we installed Windows Server 2003, on the second machine the Windows XP, and then on the third machine it was Ubuntu.   Then we had to manually configure the IP addresses which included the subnet mask, DNS and IP address. Also we had to set up the router by using the XP machine because it is set as to be the console machine is the connection to the router. To set up this default gateway we had to connect to hyper terminal on the XP machine where we could see that the router was using Cisco. After configuring the router we then could set each computer to use the router’s IP address as its default gateway. Without leaving hyper terminal we then had to enable RIP version 2 on the router and with this we could detect other pods that have also enable there RIP.  While also still in the hyper terminal we had to create a default route that would point to the lab backbone router so that the packets would be allowed to reach the internet. 
After testing the connection by pinging each machine from every machine we were ready to connect to the internet but could not in till further steps are taken.   Then we used the Window Server 2003 machine to be the Active Directory Controller, and to run DNS to resolve the host names of the three machines so that each machine can be managed for internet use. For each machine to be configured for use with the DNS server we had forwarded each machine IP address in the DNS files.  Then we had the Windows XP machine join the Active Directory so that we could access files from the Windows Server without having to be on the Windows Server machine. With this complete the next step was the final pinging of each machine’s IP address and hostnames. We were now able to connect to the internet and browse the World Wide Web.  Next we had to share folders on the Server 2003 network so that any machine on the network could access that folder. Next was to install AdminPak on the Windows XP machine, so that new users could be added to the domain. Also we were to create non-administrative accounts for each person in our team. With accounts for each person on our time we were only allowed access to certain materials and files and could not change anything in a configurations file or any files that we didn’t have permissions for. The final core requirement required us to be able to remote access the Windows 2003 Server from the Window XP machine. The Linux machine in not able to connect to remote access because the operating systems on all the machines are different.    
The next part of the assessment was to choose 4 electives of are choose to complete.  The first one our group did was configuring a mail server and client. This was done by making a mail server role on the Windows 2003 Server.  We also had to make a mailbox for each member in our pod. The next elective done was for the Linux machine to be allowed access to a shared directory from the Windows 2003 Server. This required changes in the permissions and certain configurations to be set. The third elective done was to configure terminal services on the Windows 2003 Server then use the Windows XP workstation to control the server remotely.  The final elective done was the establishing of an organization unit with the domain by using the Active Directory Users and Computers.  Non-administrative users would be able to control the OU from their own personal accounts. For extra credit my pod decided to create a DHCP service so that workstations would be able to obtain their IP address, subnet mask, gateway, and DNS information from the server without having to input the information yourself. The next extra credit elective I did was to configure the router so that the IP address, subnet mask, gateway and DNS information would be assigned from the router and not the server.  My final extra credit elective was to connect to a printer using our pod’s network. 
4. Lesson Learned 

In this lab, we learned how to set various operating systems and installing as well as how to install drivers. This is very useful because new versions of operating systems are coming out every five years or so and knowing how to install the new system yourself will save you time and money. We learned the very basics of setting up a Windows domain, and the basics of configuring a Cisco router. The Cisco router was at the beginning very hard to understand and one wrong step could mean that you can’t connect correctly to it. We learned to manually configure IP settings on several operating systems, as well as seeing firsthand the importance of the Default Gateway. We learned how to how to use the command prompt and well as the terminal command screen and how to navigate through them.  We also learned how to remotely control a networked computer which was pretty cool to see firsthand, configure DHCP service on a Windows server or the Cisco router, establish permissions on a network drive which is useful when you don’t want people who you don’t trust to be given access to all the files and documents, and SSH into a Linux machine which would allow us to connect to servers directly. We learned that one little mistake while configuring the workstations would leave them to not work. Overall, this lab allowed us to see the real world application of many of the concepts we learned in our networking class.  We learned what it takes to connect to the internet and how it works behind the scenes. 
5. Suggestions to improve the Lab Guide

The Lab Guide was very helpfully in doing most of the project. One step that was not on the guide was the adding of the DNS server to the Linux machine which took me a couple of days of messing around to fix. The second option I would try to include would be a troubleshooting page at the end of the guide to help people out if they were having trouble.
6. Concluding Remarks
This project was very fun to do and I learned a lot about how to manage and configure a network.  We also found it nice to be in our own computer lab in Davis where only our class has the keys into it. Also we love working with machines and building them up from the beginning. 
7. References 

The only references our pod used were the guide and the troubleshooting from other teams.
