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Test # 3 (Take Home Part)

 

On all of the following problems, please show all work, including all Maple printouts. 

Since this is a take home test, no collaboration is allowed. These problems are due Thursday, December  18th at 5:00 p.m. The take home portion counts a total of 25 points.

1. 
Suppose you intercept the following message that you know has been encoded using 


the public key encryption exponent e and modulus m. (8 pts)


e := 4413445339;
m := 103315520762835134011832158877131429;

Break this RSA encryption and decipher the message encrypted as:

z := [53991489279050681233897721321283397, 67532474290400705258619609692870688, 43473164020420440029524457722443368, 97534866145679759676891371566032514, 19606784616470082517182073873528310, 38321355934752924957941897523799279];

2.
The following exercise will involve an email exchange between Neil Sigmon (my 


email address is npsigmon@radford.edu) and yourself. Perform the following:

a. Using my public key given by (8 pts)



e := 97349877943;
m := 911699887782253209560941774951667495556958391446327718701;


to encrypt a message at least 50 characters in length. Email your encryption result


to me.

b. Make yourself a public key (create your own e and m values) and email me these values. I will then mail you an encrypted message. Decipher it and email me back the message I sent. (9 pts)

