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Department of Mathematics

MA 412 – Test # 3 (Take Home Part)

 

On all of the following problems, please show all work, including all Maple printouts. These problems are due Thursday, December 12th by 5:00 p.m. Since this is a take home test, no collaboration is allowed. The take home portion counts 30 points. Hand in a printout of your results on number 2 and 3. Number 4 will be done through a discussion on D2L.
1. 
Use the Pollard Rho factorization method to factor the number 97897 into the product 


of two primes with 
[image: image1.wmf]23

0

=

x

. 

2.
Use the Rabin-Miller test to investigate whether the following numbers are prime or composite. If the test fails to show the number is composite, use Maple to show that the number if prime for a probability of .999 (99.9 %). 

a. 155196355420821889

b. 155196355420821961

3. 
Suppose you intercept the following message that you know has been encoded using 


the public key encryption exponent k and modulus m

k := 4413445339;
m := 103315520762835134011832158877131429;

Break this RSA encryption with Maple and decipher the message encrypted as:

b := [18109369314961789642450540922783855, 9072934113241573349411349216095456, 13012848775698667239016035927401029, 9658627640745293926238551979379471, 36241446160351594901129488089494493, 60874877293173465442117651250940655];

4.
The following exercise will involve on D2L Discussion exchange between Neil Sigmon and yourself. Perform the following:

a. Using my public key given by



k := 97349877943;
m := 911699887782253209560941774951667495556958391446327718701;


to encrypt and send me a message.

b. Make yourself a public key (create your own k and m values) and email me these values. Make your m value large enough that it is not easily factored by Maple. I will then mail you an encrypted message. Decipher it and email me back the message I sent.

c. Using my public key, send me another message but use you deciphering exponent to sign the message.
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